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Mobile-first, 
cloud-first reality

Mobile devices
72% of the U.S. workforce will 

be mobile by 2020, relying on 

devices other than their laptop 

to be productive.

72% 1/3
Shadow IT
By 2022, a third of successful 

attacks experienced by 

enterprises will be on their 

shadow IT resources.

Data breaches
63% of confirmed data breaches 

involved weak, default, or stolen 

passwords.

63% 



Mobility is the new normal

52% of information workers 

across 17 countries report 

using three or more devices 

for work*

52%

90% of enterprises will have 

two or more mobile operating 

systems 

to support in 2017**

90%

>80% of employees admit to 

using non-approved software-

as-a-service (SaaS) 

applications in their jobs***

>80%

*    Forrester Research: “BT Futures Report: Info workers will erase boundary between enterprise & consumer technologies,” Feb. 21, 2013
**  Gartner Source: Press Release, Oct. 25, 2012, http://www.gartner.com/newsroom/id/2213115
*** http://www.computing.co.uk/ctg/news/2321750/more-than-80-per-cent-of-employees-use-non-approved-saas-apps-report



61% of workers mix personal 

and work tasks in their 

devices*

*    Forrester Research: “BT Futures Report: Info workers will erase boundary between enterprise & consumer technologies,” Feb. 21, 2013
**   http://www.computing.co.uk/ctg/news/2321750/more-than-80-per-cent-of-employees-use-non-approved-saas-apps-report
*** Verizon 2013 data breach investigation report

>70% percent of network 

intrusions exploited weak or 

stolen credentials ***

>80% of employees admit to 

using non-approved software-

as-a-service (SaaS) 

applications in their jobs**

Mobile & Cloud- challenging security paradigms



Data protection realities

87% of senior managers admit 

to regularly uploading work 

files to a personal email or 

cloud account.*

87%

58% have accidentally sent 

sensitive information to the 

wrong person.*

58%

Focus on data leak prevention 

for personal devices, but 

ignore the issue on corporate 

owned devices where the risks 

are the same

??? %



How do I gain visibility into cloud 

apps used in my organization 

and get a risk assessment?

How can I prevent data loss in 

cloud apps and stay compliant 

with regulations?

How do I protect cloud apps 

and the data within them from 

security attacks?

How can I control and limit access 

to data in cloud apps?
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Protect at the

front door

Detect &

remediate attacks

Protect your

data anywhere



OFFICE LINE Cloud Security 

Discover and 

assess risks

Control access 

in real time

Detect

threats

Protect your 

information

Identify cloud apps on your 

network, gain visibility into shadow 

IT, and get risk assessments and 

ongoing analytics.

Manage and limit cloud app 

access based on conditions and 

session context, including user 

identity, device, and location.

Identify high-risk usage and 

detect unusual behavior using 

threat intelligence and 

research.

Get granular control over data 

and use built-in or custom 

policies for data sharing and 

data loss prevention.

Threat detection

Information Protection

Identity Management

To your cloud appsExtend security

+ more
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Get cutting-edge security to 

safeguard business as you 

innovate

Deliver new market offerings 

that anticipate customer needs

Re-design processes to stay 

ahead of the marketplace 

Transform business
practices

Reinvent products 
and services 

Protect your 
evolving business



Protect against unexpected 
interruptions, data loss and 

modern security threats

Enable more efficiency and faster 
decision making

Maximize technology investments, 
minimize complexity and cost

Flexible IT Optimized business 
processes

Business continuity
and security



Make technology 
your differentiator

2X faster job growth

15% faster revenue growth

…and OFFICE LINE offers the 

clear path to getting there.  “Technology 

leaders far 

outperform their 

peers in the 

marketplace.”




